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RMA Shim Flow for Self-Repair
Introduction

After replacing the motherboard, memory or Wi-Fi module, the RMA shim flow must be

performed to reinstall the firmware, software, and device information of the Chromebox.
Please make sure the device is deprovisioned before you start. Please visit here for more
information about deprovision a device.

Preparation

1) A computer with Internet connection
2) An USB flash drive with at least 8GB capacity

Create RMA Shim Bootable USB Drive

1) Access here to download the corresponding RMA shim image. Extract the file after the
download is complete, there will be a .bin file.

2) Please download Chromebook Recovery Utility here or open a web browser and search
for recovery extension tool.

GO gle recovery extension tool X

{=
%)
0

Q, Al @ Shopping [@ Images [ Videos Q Maps i More Tools

About 122,000,000 results (0.33 seconds)
G Google
https://chrome.google.com » chromebook-recovery-utili 3

Chromebook Recovery Utility sl

Nov 7, 2022 — This is a Chrome Extension for the Chromebook Recovery. Use this tool on
M55+ Chromebooks, Windows, and Mac devices to create recovery media.

3) Click Add to Chrome or Get if you're using Edge.
2


https://support.google.com/chrome/a/answer/3523633?hl=en
https://www.asus.com/support/faq/1051593/
https://chromewebstore.google.com/?pli=1
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Home > Extensions > Chromebook Recovery Utility

Chromebook Recovery Utility

Yk Ak 770 @O ‘ Developer Tools ‘ 1,000,000+ users

Home > Extensions > Chromebook Recovery Utility

Q Chromebook Recovery Utility [ oot |

Y % % 788 (O | Developer Tools | 1,000,000+ users

4) Click Add extension.

° Add "Chromebook Recovery Utility"?

It can:

Read and change your data on dl.google.com and www.google-

analytics.com /

5) Click extensionicon D or {:3 on the browser, find and click Chromebook Recovery
Utility.

Extensions

No access needed
These extensions don't need to see and change

information on this site.

[@ Chromebook Recovery Utility s

6) Insert the USB drive and then click Get started.
3
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N Chromebook Recovery Utility = (m} X
Chromebook Recovery Utility o

Create a recovery media for your Chromebook

You'll need an & GB or larger USB flash drive or SD card that you don't
mind erasing.

Learn more e g Cetstarted

7) Click @ Select a model from a list, find @ The name of the Chromebook model you want
to restore, and click @ Continue.

Chromebook Recovery Utility » Step 1 of 3 o] X

Identify your Chromebook

Enter the model number of the Chromebook to recover. It can be found on
the recovery screen.

e.g. LINK DALE A-C 1126

Select a model from a list Ie

Go back

Learn more
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Chromebook Recovery Utility > Step 1 0of 3 . ASUS Chromebox 3 (CNE5) e’ X
|dentify your Chromebook
Asus -

ASUS Chromebox 3 (CNES)

a model number directly * o

Select a manufacturer

4

L1

ASUS Chromebox 3 (CN65)
(13505.73.0)

Select a product

1

1) Click @ USB Flash inserted, and click @ Continue. Click @ Create now*. Click ® Done to
finish the creation.

*The process takes a while and please don’t shutdown the system or all the data and partitions on this USB

drive will be deleted.

Chromebook Recovery LHility » Step 2ol 3 ASUS Cherombexd (CNES) 3 by

Insert your USE flash drive or SD card

Select the media you'd ke 1o use,

SanDisk Uitra UEB 3.0 - 20.6 GB

Ak

Leamn maone Go back m
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Chiromabook Recovery Uity + Slep 3ol 3

Create a recovery image

Importani: All data and partitions on your recovery media will be deleted.

SanDisk Uitra USB 3.0 - 28,6 GB

Laam mara

ASUS Chromeboxd (CNES) £

oo [

x

Chromabook Recovery Litity

Success! Your recovery media is ready

YU CAN MmOV YOour ecovery media now.

= To recover your Chromebook, plug the recovary media in 1o your
Chromabook

= Afer FECOVETY, YOU CAN erase your recovary madia usng this utlity.

Leam more

ASUS Chromeboxd (CNES) o]

v

s

X
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Disable Hardware Write Protection

Hardware Write Protection needs to be disabled before installing the RMA shim on a
Chromebox. Please ensure that the device is powered off and that the AC power cord is
unplugged before proceeding with the following steps.

1) Remove the bottom cover and locate the Write Protection Pin.

2) Short the pin to disable hardware write protection. You can use tweezers, a jumper or a
paper clip.




yi— " —

Enter Developer Mode (DEV Mode)

1) Connect to AC power, press and hold Recovery Button with a paper clip, and then press
Power Button to power on the device.

2) Press Ctrl + D when the following message appears.

O

Let's step you through the recovery process

Select how you'd like to recover.

You can recover using external storage such as a USB drive.

Recovery using external storage

3) Press Recovery Button with a paper clip when the following message appears. The system
will reboot automatically.

®

You are attempting to enable developer mode

This involves erasing all data from your device, and will make your device insecure.

Press the Recovery button on your Chromebox to enable developer mode, or select Cancel to
remain protected.

iy
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4) Press Ctrl + D when the following message appears. The system will reboot again.

You are in developer mode

To return to the recommended secure mode, select “Return to secure mode” below.

5) Following messages will appear during the process.

©chrome

Confirm returning to secure mode

Your system is transitioning to Developer Mode.

Local data has been cleared.

This option will disable developer mode and restore your device to its original state.

Modifications you make to the system are not supported by Google, may cause
Your user data will be wiped in the process. hardware issues and may void warranty.

To cancel, tum your computer off now.

You are in developer mode

To return to the recomme ure mode, select “Return to secure mode” below.

After timeout, the dev atically boot from the selection below.

6) Please press Ctrl + Alt + F2 to enter VT2 (Developer Console) when OOBE shows up.

to your Chr
Fast. Secure. Effortless.

© ot s sty
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Enable USB Boot & Install RMA Shim

1) Enter Username & Password: root / testO000

Developer Console
To return to the browser, press:

[Ctrl Jand CRIt ) and [ ¢~ 1 (FD)

To use this console, the developer mode switch must be engaged.
Doing so will destroy any saved data on the system,

In developer mode, it is possible to

- login and sudo as user ‘chronos'

= require a password for sudo and login(e)

- disable power management behavior (screen dimming):

sudo initctl stop powerd
= install your own operating system imagel

* To set a password for "chronos’, run the following as root:
chromeas-setdevpassud

If you are having trouble booting & self-signed kernel, you may need to
enable USB booting. To do so, run the following as root:

enable_dev_usb_boot
Have fun and send patches!
localhost login: [}

2) Enter command: crossystem dev_boot_usb=1, then plug in the USB drive, and then enter
command: reboot

RW/int] Firmuare requested factor( |
[ROALNE] Firmusrs write S B

" _, write protect hardus
or more information, please see: e 5
ﬁfc;ps ;-Hchromi um, googl esource. com/chraom

i umos/ docs/ +/HERD/# os_confi

3) During system reboot, continuously tap Ctrl + U (long press Ctrl, then tap U) to initiate the
installation process.

10
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4) Press any key, then select “1” and press Enter when the following screen appears. The RMA

shim will be installed automatically.

Cr0S Factory Shim

Factory shim version: 15384.25.8 (Official Buil skyrim test
BIOS version: Google_Frostflow, 15398.38.8

EC RO version: frostflow_v3.3,107086-ec:eBe92

EC RW version: frostflow_v3.3.107006-ec:eBe92

System time: Tue Oct 31 B81:42:21 UTC 2823

HWID: FROSTFLOW-INHJ C4E-C3C-C4C-JBR-490

Dev mode: on; Recovery mode: off; HW write protect: off; SW write protect: no

EC present: yes; EC S write protect: no; CrS@ version: 8.24.38; Board ID flags: Ox80887f71
Waiting for UserDataRuth service

Checking if RSU is required. .

Please select an action and press Enter.

Install Performs_. network or USB install

Reset reriorms a vactory reset; tinalized devices only

Battery cutoff Performs a battery cutoff

Shell Opens bash; available only with developer firmware

View configuration Shows crossystem, VPD, etc.

Debug info and logs Shows useful debugging information and kernel/firmware logs
Zero (wipe) storage Makes device completely unusable

SeCure erase Performs full storage erase, write a verification pattern
VerifY erase Verifies the storage has been erased with option C

Reset TPM Call chromeos-tpm-recovery

“Update TPM firmware Update TPM firmuare

Perform RSU Perform RSU (RMA Server Unlock)

Enable factory mode Enable TPM factory mode

Perform factory FAI  Perform Factory FAI (First Article Inspection)

MIMCAHA<OND<UVW@I) —

action> |}

5) Press Enter when “OK” shows up, the device will reboot to Factory Test Mode automatically.

6) Remove the USB drive and shutdown the system by long pressing power button or remove

AC power adapter.

7) Remove the tweezers (or the jumper, or the paper clip) on Hardware Write Protection pin,

then close the bottom cover.
8) When key part is replaced, the correct hardware ID (HWID) must be re-generated. Please

Refer to “RMA Shim Testing Procedure” for final testing.

11
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Recovery process for new WIFI module, RAM, Mainboard

1. Preparation

Replace the WIFI module, RAM and Mainboard.

1) Remove the bottom cover and locate the Wireless Card.

T

12
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3) Remove the RAM.

4) Remove the following other component(s):
® M.2SSD (if oneisinstalled)
® [Fanmodule
® Heatsink

5) Replace the mainboard. Align and place the motherboard in the chassis as shown.

6) Install the rest of the component(s) including new WIFI module and new RAM

13
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2. Disable Hardware Write Protection

Hardware Write Protection needs to be disabled before installing the RMA shim on a
Chromebox. Please ensure that the device is powered off and that the AC power cord is
unplugged before proceeding with the following steps.

1) Locate the Write Protection Pin.

2) Short the pin to disable hardware write protection. You can use tweezers, a jumper or a

paper clip.

14
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3. Enter Developer Mode (DEV Mode)

1) Connect to AC power, press and hold Recovery Button with a paper clip, and then press
Power Button to power on the device.

2) Press Ctrl + D when the following message appears.

O

Let's step you through the recovery process

Select how you'd like to recover.

You can recover using external storage such as a USB drive.

Recovery using external storage

3) Press Recovery Button with a paper clip when the following message appears. The
system will reboot automatically.

®

You are attempting to enable developer mode

This involves erasing all data from your device, and will make your device insecure.

Press the Recovery button on your Chromebox to enable developer mode, or select Cancel to
remain protected.

iy

15
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4) Press Ctrl + D when the following message appears. The system will reboot again.

You are in developer mode

To return to the recommended secure mode, select “Return to secure mode” below.

5) Following messages will appear during the process.

@ chrome

Confirm returning to secure mode
Your system is transitioning to Developer Mode.
Local data has been cleared.

This option will disable developer mode and restore your device to its original state.
Modifications you make to the system are not supported by Google, may cause
Your user data will be wiped in the process. hardware issues and may void warranty.

To cancel, tum your computer off now.

You are in developer mode

To retumn to the recomme secure mode, select “Return to secure mode” below.

After timeout, the dev vill automatically boot from the selection below.

to your Chr
Fast. Secure. Effortless.

© ot s sty
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4. Enable USB Boot & Install RMA Shim
1) Enter Username & Password: root / testO000

Developer Console

To return to the browser, press:

[Ctrl Jand CRIt ) and [ ¢~ 1 (FD)

To use this console, the developer mode switch must be engaged.
Doing so will destroy any saved data on the system,

In developer mode, it is possible to

- login and sudo as user ‘chronos'

= require a password for sudo and login(e)

- disable power management behavior (screen dimming):

sudo initctl stop powerd
= install your own operating system imagel
* To set a password for "chronos’, run the following as root:
chromeas-setdevpassud

If you are having trouble booting & self-signed kernel, you may need to
enable USB booting. To do so, run the following as root:

enable_dev_usb_boot
Have fun and send patches!
localhost login: [}

2) Enter command: crossystem dev_boot_usb=1, then plug in the USB drive, and then enter
command: reboot

®/int] Firmware:
[RO/int] Firmuare

requested f&c-"cor‘g r'e
or more information, 'pléase see:

urite protect harduwe

+//chromium, googlesource. com/chrom e, AR
b e : - omi umo HERD/ '
- crossystem dev_boot_ush=1 ‘s;‘ducs{qm@sfmnﬂ

r'eb'oo‘l;l

3) During system reboot, continuously tap Ctrl + U (long press Ctrl, then tap U) to initiate the
installation process.

17
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4) Press any key, then select “1” and press Enter when the following screen appears. The
RMA shim will be installed automatically.

Cr0S Factory Shim

Factory shim version: 15384.25.8 (Official Buil skyrim test
BIOS version: Google_Frostflow, 15398.38.8

EC RO version: frostflow_v3.3,107086-ec:eBe92

EC RW version: frostflow_v3.3.107006-ec:eBe92

System time: Tue Oct 31 B81:42:21 UTC 2823

HWID: FROSTFLOW-INHJ C4E-C3C-C4C-JBR-490

Dev mode: on; Recovery mode: off; HW write protect: off; SW write protect: no

EC present: yes; EC S write protect: no; CrS@ version: 8.24.38; Board ID flags: Ox80887f71
Waiting for UserDataRuth service

Checking if RSU is required. .

Please select an action and press Enter.

Install Performs_. network or USB install

Reset reriorms a vactory reset; tinalized devices only

Battery cutoff Performs a battery cutoff

Shell Opens bash; available only with developer firmware

View configuration Shows crossystem, VPD, etc.

Debug info and logs Shows useful debugging information and kernel/firmware logs
Zero (wipe) storage Makes device completely unusable

SeCure erase Performs full storage erase, write a verification pattern
VerifY erase Verifies the storage has been erased with option C

Reset TPM Call chromeos-tpm-recovery

“Update TPM firmware Update TPM firmuare

Perform RSU Perform RSU (RMA Server Unlock)

Enable factory mode Enable TPM factory mode

Perform factory FAI  Perform Factory FAI (First Article Inspection)

MIMCAHA<OND<UVW@I) —

action> |}

5) Press Enter when “OK” shows up, the device will reboot to Factory Test Mode

automatically.

6) Remove the USB drive and shutdown the system by long pressing power button or remove

AC power adapter.

7) Remove the tweezers (or the jumper, or the paper clip) on Hardware Write Protection pin,

then close the bottom cover.
8) When key part is replaced, the correct hardware ID (HWID) must be re-generated. Please

Refer to “RMA Shim Testing Procedure” for final testing.

18
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Recovery process for replacing new SSD only / new SSD and new mainboard

If you are replacing a new SSD on the original mainboard, please follow below steps to install

recovery OS and enable USB boot-up for running RMA shim flow.

If you purchased both new SSD and new mainboard, please replace the SSD first and install
recovery OS, then proceed to run RMA shim flow. After completion, if the defect still exists, replace

mainboard and run RMA shim directly.

1. Preparation

1) Getanother Chromebox / Chromebook, or a Windows / Mac computer with Chrome

installed to create RMA shim USB drive.

2) A USB flash drive with a capacity of at least 8 GB and make sure it can be emptied. If your

Chromebox has a SD card slot, you can also use a SD card instead.

3) Remove all external devices on the Chromebox which needs to be restored but you can

keep the power connected.

4) Recovery will permanently erase everything on your Chromebox 's hard drive, including files
you've downloaded. If possible, back up your files before restoring your Chromebook.

2. Download device Recovery image

1) Search device name and download the latest version of Recovery image from Google

Chromium Dash.

Serving Builds ChromeOS -~

View by Codename  View by Brand Name

Last updated 21:26 PT, 2024-02-01

DOWNLOAD CSV ] Keep enterprise pin columns expanded @ Show Automatic Update Eligible () Show Automatic Update Ineligible

e g T e O TR TS Ty @ separated
QJ ASUS Chromebox 5 (CN67)
Automatic Updates

Codename Brand Names First Release Until

brask

120

120.0.6099.272  121.0.6167.131 122.0.6261.13 123.0.6268.0 . 118
Kuldax 15662.88.0 15699.45.0 15753.10.0 15763.0.0 \{IEW M1 2032:06 116
114

°d

Newer than most versions Most common version Older minor version Older major version

Recovery Images

119
117
115
113

19



https://chromiumdash.appspot.com/serving-builds?deviceCategory=Chrome%20OS
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3. Create Recovery USB drive

1) Please download Chromebook Recovery Utility here or open a web browser and search for
recovery extension tool.

GO gle recovery extension tool X

{=
%)
0

Q, Al @ Shopping [@ Images [ Videos Q Maps i More Tools

About 122,000,000 results (0.33 seconds)
G Google
https://chrome.google.com » chromebook-recovery-utili - #

Chromebook Recovery Utility sl

Nov 7, 2022 — This is a Chrome Extension for the Chromebook Recovery. Use this tool on
M55+ Chromebooks, Windows, and Mac devices to create recovery media.

2) Click Add to Chrome or Get if you're using Edge.

Home > Extensions > Chromebook Recovery Utility

Chromebook Recovery Utility

YW % W % 770 @ | DeveloperTools | 1,000,000+ users

Home > Extensions > Chromebook Recovery Utility

Q Chromebook Recovery Utility [ oot |

YW W % % 788 (O | Developer Tools | 1,000,000+ users

3) Click Add extension.

° Add "Chromebook Recovery Utility"?

It can:

Read and change your data on dl.google.com and www.google-

analytics.com



https://chromewebstore.google.com/?pli=1
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4) Click extension icon a or {:3 on the browser, find and click Chromebook Recovery
Utility.

Extensions

No access needed
These extensions don't need to see and change

information on this site.

[@ Chromebook Recovery Utility s

5) Insert the USB drive and then click Get started.

@ Chromebook Recovery Utility = O X

Chromebook Recovery Utility <

Create a recovery media for your Chromebook

You'll need an & GB or larger USB flash drive or SD card that you don't

. y L B8
mind erasing. i
Learn more s g Getstarted

21
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6) Click @ Select a model from a list, find @ The name of the Chromebook model you want
to restore, and click ® Continue.

Chromebook Recovery Utility » Step 1 of 3 o] X

Identify your Chromebook

Enter the model number of the Chromebook to recover. It can be found on
the recovery screen.

e.g. LINK DALE A-C 1126

Select a model from a list Ie

Learn more Goback ’7 DRI

Chromebook Recovery Utility > Step 1 0of 3 . ASUS Chromebox 3 (CNE5) e’ X

|dentify your Chromebook

Asus

ASUS Chromebox 3 (CNES)

a model number directly * o

Select a manufacturer

4

L1

ASUS Chromebox 3 (CN65)
(13505.73.0)

Select a product

1

Loam ot oo | |

22
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7) Click @ USB Flash inserted, and click @ Continue. Click @ Create now*. Click @ Done to
finish the creation.

*The process takes a while and please don’t shutdown the system or all the data and partitions on this USB

drive will be deleted.

Chromebook Recovery LHility » Step 2ol 3 ASUS Cherombexd (CNES) 3 by

Insert your USE flash drive or SD card

Select the media you'd ke 1o use,

SanDisk Uitra UEB 3.0 - 20.6 GB

Ll

Leam maore SR m

Chromabook Recovery LIy » Sep3of 3 ASUS Chirom ebaxd [CMES) e k4

Create a recovery image

Importani: All data and partitions on your recovery media will be deleted.

SanDisk Uitra USB 3.0 - 28,6 GB

Loammore L | oo |

23



nsus

Chromebook Recovery Litilty ASUS Chromebod [CNES) fe] X

Success! Your recovery media is ready

YU CAN Memova YOour recovery media now.

= To recover your Chromebook, plug the recovary media in 1o your
Chromabook

* AT FBCOVTY, YOU CAN SFA5e YOUF recovery media using this uliity

Leam mara

4. Enter recovery mode

Turn off Chromebox. Using a paper clip or similar object, press and hold the recovery

button. Press the Power button to turn the Chromebox back on. When you see a message

on screen, release the recovery button.

le.com/chromeos/recovery
2B-B3K-WEA-A2M

24


https://support.google.com/chrome/a/answer/1360642#chromebox
https://support.google.com/chrome/a/answer/1360642#chromebox
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5. Flash image

1) Insert the USB Flash into the ASUS Chromebox.

2) Afterthe USB Flash is inserted, the restoration process will start automatically. Please wait
patiently.

3) Restoreis complete. Please unplug the USB Flash, and ASUS Chromebox will restart

automatically.

25
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4) The system has been restored.

5) Power-off the device, then start to run RMA shim flow

26
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RMA Shim Testing Procedure

1) RMA FFT test:

Press power button to Start the Factory test mode:

® Main Test List for Kuldax RMAv R () | update Device Data
& € RMA (OWV_RMA _20230420) i il i
# ClearActivateDate

Enter Device Serial Number (serials.serial_number):

2) Start the Factory test
1. After press “ALT + CTRL + 0”

3. Switch test list “Main Test LIST for Kuldax RMA FFT”.
27
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1|Uphhvébevlcgbata A i

W Main Test List for ul@a

Restart all 34 tests in "Main Test Us(

Restart 32 tests In "Main Tesl List L’ur

Clear status of 34 tests if " Maln Test

d
L)st for Kuidax RMA"
Run 32 untested tests in "Main Test Us( for KJUan RmA?

Stop all tests ]

Abort 1 active tests In *Main Test List for Kuld# Rw‘\ md continie tesnng |
H I 4
Update factory software I , 1

T l | [T A 18 A

[ T 1||l T ki

Save note on device ‘ I ‘| Al |11 Exgute wipe Test-List

| i
View notes | (AT Flash Net Baot BIOS
Clear notes 1881 i (i (VLA | | Generi¢ chromebook
| I Lttt |/Generic Replacement MLB SMT
Save factory logs to USB drive... |

Generic RF Station
Upload factory logs...

Genleric RMA

il Generic Rolling Rellability
el ! Kinox Main Test-List
Toggle engineering mode i) | Kuldax Main Test-List
¥ ' Main Test List for Kuldax RMA

Main Test List for Kuldax RMA FF’"; i

Moll Main Test-List

Provision Chromebook with, sx I
{ifl | 1’ Statlon-Based Test nmpm !
||| I \ YmthbrMY‘?

\
|l.4| “ I

i View var/log/messages

View /var/log/messages before last reboot I

View dmesg

| Bevice manager
i

Wi /

) W

'u :"'s 4
i

4. Select “Yes, clear state and restart” to switch to diagnostic tool.
System changes test mode (Main Test LIST for Kuldax RMA FFT).

gy ALARRRREE: IR l L

T

i

Ml

i

N R T

Switch Test List: Main Test List for Kuldax RMA FFT

X

Warning: Switching to test list "Main Test List for Kuldax RMA FFT" will clear all test state.

Are you sure you want to proceed?

OWV RMA FFT 2023"5 ‘3

&dack il x

il Test Ett

k = Ethemet \
= SD Performaﬁc

= DisplayPort Ertt mal\D splay |

&}

= Hardware But \ il
@iLen |  ,=\ \» :
= Buzzer TR
= HDMI External Dvsplayz it
Manual Test Left1 use Typel |
? 2 0l Test, | |
= Bluetooth \
5 Wifi il
Z Probe Hardware it
1 HDMI External Display 1 | |\ | |
# ¥ Manual Test Back1 usB T‘ype\A\
|| [ Manual Test Back? USB Typeys.\

i 1| anual Test Front1 USE TypeA| ||
el nqa Test Front2 U§B Wp;:\\ i\
|1 Barrien 1A

28
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3) Audio jack test: plug Headphone test, press “S” to start.
Use Headphone to test.

[ e
o

© "MI External Display 2
“ Test Left1 USB TypeC

= win
= Probe Hardware
5 HDOMI External Display 1
* 5 Manual Test Back! USB TypeA
® & Manual Test Back2 USB
& 5 Manual Test Front1 USB TypeA
* 3 Manual Test Front2 USB Typea
% Barrier

Plug In audio jack dongle
Hit s to start loopback test

4) Plug Headphone to device and grip mic and speak

er together before testing

~

5) Ethernet test: use 100M/ADSL Ethernet.

29
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i
Select Test Ethernet |

€ Main Test List for Kuldax ... v Xa @.

B 3 OWV_RMA_FFT_20230516
@ Audio fack

>
& Ethernet
% SD Performance
= DisplayPort External Display
& % Hardware Button
‘e = LED
) Buzzer
I External Display 2 »
Test Left1 USB TypeC |

1= Wi
1 Probe Hardware ¥ i o o
il Select Do you want to test ethernet function (component.eth0):
% i@ Manual Test Back1 USB TypeA. Aciem) 3N
= @ Manual Test Back2 USB TypeA
# 3 Manual Test Front1 USB TypeA
& Manual Test Front2 USB TypeA
= Barrier

Select with ENTER

Enter

TINFO) Checking channel 1 of /mp/record-10-1-16850 74888, 5627499 raw
[INFOJ Got audio RMS value; 0133956

[INFO) Got audio min amplitude: 0197388

[INFO] Got audio max amplitue; 0.210846.
[INFOJ Got audio max delta value: 0041931
[INFO] Expected frequency 1000 +- 300
[INFO] Got frequency 1002

Engine: e X [INFO) Test results for output volume 10: True

*Select True to test, plug Ethernet LAN cable (100M ADSL) to test.

30
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6) SD Card Performance test.
Use SD card to test.

B
'SD di e fo reac A

1
(s

i 4

Performance Test:

.9.9.

31
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7) External Display Port (DP) to monitor.
Press the number(monitor) to pass the test item.

& Main Test List for Kuldax RM... v Xa (§) | Displayport External Display

sse. = =
OWV_RMA_FFT_20230420

4 Audio Jack

8 SD Performance

¢ DisplayPort External Dispiay

Elapsed time: 23

% Hardwa
¥
\ q J main_rma_fftFFT.HWButton J
nal Display 2 [
" eft1 USB TypeC
S @ Qiiest

@ £ Manual Test Back] USB TypeA

[ Manual Test Back2 USB TypeA

& (8 Manual Test Front1 USB TypeA

® 3 Manual Test Front2 USB TypeA
= Barc

Conflect exterr al display: DisplayPort External Display and walt until It becormes primary.

[INFO] Got audio max amplitude: 0,154244,
[INFO Got audio max delta value: 0.030975,
[INFO] Expected frequency 1000 +- 300
{INFO) Got frequency 1003
(INFO) Test results for autput volume 10; True
(INFO] Perform sequential read / write test fram the 3459th block.
[INFO] Reading 8 524288-bytes blockis) from /dev/mmebIkO,
| [INFO) Writing 8 524288-bytes block(s) to /dev/mmcbik0.
PP 0 e AL Tt gy 190657 1 St

Use DP change HDMI cable.

!

Maln Test List for Kuldax ... v Xp ) @) | Disptayport External Dispiay
TRl %‘NV RMA_FFT_20230417
J

DisplayPort External Display
ardware Button
£D

DMI External Dispiay 2
Manual Test Left1 USB TypeC
® 5 QlTest
ietooth
Wi
(obe Haraware

Barrier Do you see video on DisplayPort External Display?
ress 1 1o pass the test

=3 a0 I 0 T I
[INFO) Audio jack dongle status is False.
(INFO] Killed main_rmia_fft:FFT.Aualojack

| (ERROR) Test main_rma_ft-FFT.DisplayPort FAILED: TimeoutError)
[ERROR] Test main_rma_fr: :

32



I-— | .

8) Hardware Test:
Press power button to test.

| ® Main Test List for Kuldax RM... 5 »Q

= - OWV_RMA_FFT 20230420
 Audio Jack
% SD Performance
# DisplayPort External Display
50 Ha itton

Power Button | Bacovery Biton

Sl
'covery Button.

£ HDM External Display 2
& 5 Manual Test Left1 USB TypeC
& [ QI Test
I Bluetooth
& Wi
 Probe Hardware
& HOMI External Display 1
& & Manual Test Back1 USB TypeA
i Maru-! To5t Back2 USB TypeA
& (@ Manual Test Front1 USB TypeA
3 Manual Test Front2 USB TypeA

Press the Power Button button

TINFO) Expected fraquency 1000 +- 300

(INFOJ Got frequency 998

[INFO) Test results for outputvolume 10: True
| INFO] Perform sequential read / write test from the 3459th block.
| UNFo)
| (INFO) Writing 5 524288-bytes block(s) to /dey/mmebIk,

(ERROR) Test main_rma._ftFFT.DisplayPort FAILED: TimeoutEror()
(ERROR Test main.rma. fCFFT.DisplayPort FAILED; Timaoutkrror)

Press Recover button to test.

ll

} Main Test List for Kuldax RM... v XA of Recovery Button |

B 3 OWV_RMA_FFT_20230420 l
& Audio Jack
@ SD Performance
I DisplayPort External Display
& '3 Hardware Button
1# Power Button
2
@ LED
= Buzzer
[ HDMI External Display 2
@ Manual Test Left1 USB TypeC
U

& Probe | lard,vare

# HDMI External Display 1
@ = Manual Test Back1 USB TypeA
@ [ Manual Test Back2 USB TypeA
@ {8 Manual Test Front1 USB TypeA
@ @ Manual Test Front2 USB TypeA

 Barrier Press the Recovery Button button
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9) LED Test:

® Main Test List for Kuldax RM... v Xx @) | Leo

230420

Test 1

Probe Hardware |
External Display 1 |

Test Back1 USB TypeA

st Back2 USB TypeA

main_rma_ffCFFTHOMI1 |

— Please press number key according to the |power LED color

} KA -

Result:

sected frequency 1000 +- 300

a [ v V1 (1A Tt e » A . Kt Anm - -~

Check Power button LED Color.

10) Buzzer test:

Press the K/B Space to test (press the number).

® Main Test List for Kuldax .. v X @) )

& € OWV_RMA_FFT_20230420 I R
udio Jack

D Performance
DisplayPort External Display
Hardware Button

= Power Bution

“ Recovery Button
 LED

< Buzzer

 HDMI External Display 2
Manual Test Left1 USB TypeC

QI Test

Bluetooth

wifi

Probe Hardware

% HDMI External Display 1 &

% Manual Test Back1 USB TypeA

% Manual Test Back2 USB TypeA

Manual Test Front1 USB TypeA How many beeps do you hear?
iRty Press the number you hear to pass the test.
Press 'r' to play again.

eEwE

1 2 3 a 5 R

{ERROR] Test main. rma_fIFFT.HWBLtton. Button FAILED: Aborted: Clearing test state
(INFO) Killed main_rma_{ftFFT HWButton Button
(INFO) Killing active test main_rma._fft:FFTHWBUtton.Button.2...
[ERROR) Test main_rma_fft:FFT.HWButton Button 2 FAILED: Aborted: Clearing test state
(INFO) Killed main_rma_{IFFT.HWButton Button 2
(INFOJ Killing active test main_rma_ffLFFTLED.
(ERROR) Test main_rma_fft:FFT.LED FAILED: Aborted: Operator requested abort
Engineering mode X (INFO] Killed main_rma,_IftFFT.LED
AT ML A ke 30 LU b YT 1 b s e 10 411 18 4. o e ot (L0 Kot 1 e
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11) External Display test 1_HDMI:
Press the number to pass the test

fain Test List for Kuldax RM... v 3 @)!] HoM externai pisg

RMA_FFT_20230420

HOM External Dispiay 2 L
“st Left] USB TypeC

Blue

Wi

Probe Hardware

HDMI External Display 1
Manual Test Backl USB TypeA
Manual Test Back2 USB TypeA
“4anual Test Front1 USB TypeA
Manual Test Front2 USB TypeA Do you see video on HDMI External Display?
Barrier Press 010 pass the test.

esc | o il

5 6 7 8 9
I S U— =
TINFO] Expected frequency 1000
[INFO] Got frequency 998
results for outputvolume 10: True

equential read / write test from the 3459th block
INFOJ Reading 8 524288-bytes blockis) from /dev/mmcbikO.

[INFO) Writing 8 5242 Idev/mmebIkO,
layPort FAILED: TimeoutError()

trror()

12) Manual Test Back Type C Performance Test:
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€ Main Test List for Kuldax RM
S F OWV_RMA_FFT_20230420

Y 4 7’A@ [ USB3 cc1 Per;omm e \
2 Audio Jack

Insert USB drive for read/write test,,,

3 SD Performance WARNING: DATA ON INSERTED MEDIA WILL BE LOST!

% DisplayPort External Display
= &l Hardware Button |

& Power Button

[ Recovery Button
i LED |
1= Buzzer |
& HDMI External Display 2 I
" Manual Test Lefti USB Typec

" USB3 CC1 Performance

“83 CC2 Performance ‘

% USB2 Performance
=1 USB3 External Display Test
=l Barrier
& @ QI Test
I Bluetooth
= Wifi
2l Probe Hardware
DMI External Display 1
"2nual Test Back1 USB TypeA

Wanual Test Back2 USB TypeA i ‘
anual Test Front1 USB TypeA
anual Test Front2 USB TypeA

= Barrier

13) Manual Test Back Type C:

i SB
Use Type C device to test. (Type C USB Device, Type C to HDMI Cable, Type Cto U
cable)

m‘wmumauwmn.
Time remaineg. 190

36



nsus

Insert USB 3.0 Type C disk to the machine device test. (Change Type C direction)

o ‘.» Al
. %
Y

Insert USB 2.0 Type C disk device test.

External HDMI Type C disk to the machine device test.
Press the number to pass the test

The single function test item can be bypassed if no test fixture. The install process also can be finished

by switching back to FFT to finish "Finalize".

Abandon testing: If device is missing (Type C to HDMI device output monitor)

37



Type C to HDMI device

3. use mouse select test item “USB3 Exeternal Display “

4.Press mouse “Right “click Select “Clear status of test “usb3 external display test “

multiple times
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5. Abandon Type C to monitor testing

14) QI TEST: Wireless charging Test:
* Select True: use special tools Test.
* Select False: cancel test. (Machine is placed on the front to calibration QI data)

Select with ENTER

15) Select “True”:
The machine is placed on the front to calibration Ql data.

Put fixture to test Wireless charging 15W output.
Wait for the tool to be Voltage (V) x Current (A) ready.

39



Power (wattage W, P)
Watts (W) = Voltage (V) x Current (A)
W=VxA

placed test equipment as follows:

40



V 4

16) Bluetooth test: Scan BT signal

Turn on the Bluetooth device (cellphone BT, BT device) and Place it near the machine.
= wT

& Main Test List for Kuldax ... v ¥ @ @ s

S S OWV_RMA_FFT_20230420 T
= Audio Jack

SD Performance

DisplayPort External Display.

Hardware Button

1= Power Button

= Recovery Button

= LED

¥ Buzzer
= HDMI External Display 2 }
S [= Manual Test Left1 USB TypeC |
¥ USB3 CC1 Performance [
= USB3 CC2 Performance |
1= USB2 Performance
N % USB3 External Display Test
Rarrier
ast
& Grep QI Module
& [ Wireless Charger(Ql)
= Q value Calibration
Barrier i
Select_Test_Wireless_Charging Scann'ng.“
¥ Put Fixture
[ 15W Load Test
=l Barrier
* Bluetooth

&= Wifi main_rma_fft:FFT.Bluetooth )
= Probe Hardware |

HDMI External Display 1 .
| Manual Test Back1 USB TypeA
2l Manual Test Back2 USB TypeA
Manual Test Front1 USB TypeA
anual Test Front2 USB TypeA
i Barrier

BEEEE

17) WIFI test: Scan WIFI signal station
Turn on Wifi Router (cellphone AP, Wifi router ) and Place it near the machine.

\ \

® Main Test List for Kuldax ... v X3 @ ) | win

= 3 OWV_RMA FFT 20230420
Audio fack
% SD Performance
= DisplayPort External Display
& = Hardware Button
% Power Button

 Recovery Button
“ LED
® Buzzer
= HOMI External Display 2
% Manual Test Lefti USB TypeC
USB3 CC1 Performance
<93 CC2 Performance
"arformance
nal Display Test

Grep QI Module
3 Wireless Charger(QI)
3 Q value Calibration
® Barrier
% Selct_Test Wireless Charging
# Put Fixture
= 15W Load Test
= Barrier
wifi
= Profe Hardware
HO)
% 12 Man¢ T2
= = Manual Test Back2 US8 TypeA
Manual Test Front] USB TypeA
& 5 Manual Test Front2 USB TypeA
% Barrier

main_rma_f{tFFT.Probe

[INFO] Found services:
Xiaomi_5376 2.4G, TP-Link_168_5G, Ariel0801, OPPO R moris-Pre
Tony-2G, Staff-MAC-SG, Airtel- AA94, Staff-MAC, qpaybox, boardroom. Webb. Vo

5, Tony-5G, Xiaom|_5376.5G, Nokia 5.3-188, HTC Desire 20+, PDA, Staff-cr
S 5

56, TP-Link ASA4, TP-Link 2604, Staff-Secure, dut_test, TP-Link 08A7, HTC Desire 20+,
pa¢, Wiebb, boardroom, Al 0801, Alrtel AA94, SELSEL 5G:1, mortis-Predator-PHPI772,
SELSEL, nets, Stal-MAC

18) HDMI External Display 1: use HDMI monitor to test.
Press 0 ~ 9 number to pass the test.
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[INFO) Category "embedded_controller” 1 NPCX993F found, count, passed.
mfo:nuww-m«-ammmmm:" il

19) Manual Test Back1 USB Type A:
Insert USB 3.0 device to Backl port test.

20) Manual Test Back2 USB Type A:
Insert USB 3.0 device to Back2 port test.
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21) Manual Test frontl USB Type A:
Insert USB 3.0 device to Back3 port test.

.
A' ..
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22) Manual Test front2 USB Type A:
Insert USB 3.0 device to Back4 port test.

=l
— LR L LN )

Insert USB 2.0 disk to front2 port test.

Finished test:

ALL Test PASS.
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23) Change to Duffy RMA mode.
After press “ALT + CTRL + 0”

f

16 '(ﬁeq;mia!l 53 astslin Maif Test L
)

ll

o L

[ TRERE LD s i ‘IJ'L
Ckarslamsovnlstsln“‘MJ T fi
il
Set 33 tests ln‘MaIv Tes( '7'?"?7 'NH‘H 'Y f,

18]
Update factory software "

(R
H_,,,.'l!.%.

Save note on device

View notes

Clear notes

i

Save factory logs to USB drive... |

Upload factory logs...
DUT Shutdown
Reload Test List

Toggle engineering mode

View Nar/log/messages
|

View /varflog/messages before last reboot

|| Brask Main Test-List

| “ Execute Wipe Test-List

A | Flash Net Boot BIOS

A ||| Generic Chromebook

‘ ) | Generic Replacement MLB SMT
A

Generic RF Station
(il |11/ | Generic RMA
| Generic Rolling Rellability

Kinox Main Test-List

Kuldax Main Test-List

¥ Main Test List for Kuldax RMA FFT.

|| View dmesg Mall Main Test: List Al 117
1 1 I
11, evice manage | Provision Chromebaok with SKY .
|| TEHDMI External Display T Station-Based Test Tempiatél, 1 11}/
i

|| 5/l Manual Test Back1 USB TypeA
U1l usBa Performance
"'”‘ |1USB2 Performance
|1 li¢ madhiial Test Back2 USB TypeA

USSR
i

s o o o

1\
i

Select “Yes, clear state and restart”.
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rning: Switc

25) ShopFloor-VPD: Please select region, and then press ENTER key to next step.

N o i T M [
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26) System auto Reboot

Rebooting in 2 seconds (once).

To cancel, press the Escape key.
[

==

27)Auto update the firmwary

28)HWID Check: RAM ID, SSD ID/Size, Wifi card, FW and Vendor checking.
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29) System auto Reboot:

o
o
=
O
S
w
el
=
o
v
Q
w
o~
£
S
o
©
Bo
£
e
]
o
wv

To cancel, press the Escape key.

30) GRT (Google Required Test): TPM Check.
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31) GRT (Google Required Test): system reboot for Data to write.

Shutting down...

=)

32) System Finalize.
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iy Write Protection: Enabled
@ Read Device Data From VPD Build Phase: PVT, Factory Server: Disabled
ta il

= Update Device Dat
= Write Device Data To VPD
= & Update Crs0 Firmware
2 Update CRSO Firmware
= Reboot
Check CrS0 firmware Version
# Update Firmware
= Update Firmware
= Barrier

w

= Reboot
Write HWID
@ Write Device Data To VPD.
= Partition Table

Barrier
Charger Type Detection
i Barrier

# Thermal Sensors
% Barrier

Finalizing, please wait.
C Do ot restart the device or terminate this test,
 Memory Size. or the device may become unusable.

© Barrler
& 1/ GRT (Google Required Tests)
\c Time
2 TPM Verify EK
# Reboot
(5 TPM Clear Owner
2 Full Rebaot

 Barrier
B Wm for All Tests.
o

ing ‘lashrom -p host - me’, stdout: flashrom 3fbd9ae on Linux 98
https; -org\n\nUsing clack gettime for delay foops (clk_id: 1, resolution: table found
Configuration s locked. Descr on O an
freely accessible by flashrom. This Is most ctive ME. Please see g .
d name="W25Q256)V_M", stderr: oxt
g oo For sh di

Bl DEBUG 01:2235 <class ‘cros.factory.gooftool.crostw.F

~InvokeCommand: flashrom -p host -r tmip

33) After restart, system will auto start to wiping image from factory test to shipping image.
Wait for 2 minutes.

When done, system will auto restart.

~ Factory Wiping In Progress
IEEHITI BRER
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Cutting Off Battery

-y Please wait...
17 B 7t R R R
IETHIE...

34) Press power button, system turn on Chrome OS.

Welcome!

v ——
®
y g

Enable debugging features
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